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The article points out that the dynamic changes of the modern business environment and the
functioning of companies under uncertainty create such a complex phenomenon as risks. It is noted
that many Ukrainian companies currently use only a fragmented risk management system, which
does not allow them to be promptly monitored and to take measures to prevent or minimize them in
a timely manner. It is emphasized that foreign companies are successfully applying a new model of
risk management — a system of compliance control, the peculiarity of which is that risk management
is comprehensive and coordinated throughout the company. The need for companies to create a
system of compliance control aimed at bias and / or minimization compliance risks is emphasized.
The absence of common approaches to the interpretation of the concept of “compliance risk” is
emphasized. The diversity of interpretation of the concept of “compliance risk” is unified and
scientific thesaurus is supplemented by the author's definition of a functional approach, by which a
compliance category should be understood as an economic category, which, in the context of
uncertainty and conflict, reflects the peculiarities of perceptions of stakeholders of economic
relations, burdened with possible threats and unused opportunities. The types of companies'
compliance risks are considered and their impact on the performance of the companies is briefly
described. The feasibility of introducing a system of compliance control is substantiated and
proposed for decision making on its formation and implementation of Roadmap of a compliance
control system. Each of the stages of formation and implementation by the companies of the
compliance control system is described. The model of the system of compliance control of the
company is recommended. It is proved that the implementation of the submitted proposals and
recommendations will ensure the effective management of the company's compliance risks,
promote their bias and optimization.

Keywords: insider, insider information, insider activity, compliance risks, compliance
control, compliance system, compliance price, compliance risk profile, risk appetite, border of risk
appetite, compliance service.

Introduction and statement of the problem

The dynamic changes of the modern business environment and the functioning of companies
under uncertainty create such complex phenomenon as risks. Currently, many Ukrainian companies
only use a fragmented risk management system that does not allow them to be tracked promptly and

to take measures to prevent or minimize them in a timely manner. Foreign companies are



successfully applying a new model of risk management — a system of compliance control, the
feature of which is that risk management is comprehensive and coordinated throughout the
company.

At present, the company's global experience in managing risk through compliance control
system is summarized in a series of international standards ISO Guide 73: 2009 Risk management —
Vocabulary, 1ISO 31000: 2009 Risk management — Principles and guidelines; ISO 31010: 2009 Risk
management — Risk assessment techniques, 1SO 37001 Anti-corruption management systems, 1SO
37001: 2016 Anti-corruption management, implemented in domestic practice by introducing
analogues of SSU ISO Guide 73: 2013 “Risk management. Glossary of Terms”, SSU ISO /
IEC31010: 2013 “Risk Management. General Risk Assessment Methods”, DSTU ISO 31000: 2018
“Risk Management. Principles and Guidelines”, as well as the adoption of the Law of Ukraine in
2011 “On the Principles of Prevention and Combating Corruption” [1], which was replaced in 2014
by the Law of Ukraine “On Prevention of Corruption” [2].

Therefore, we have reason to state that the system of compliance control in Ukraine also has a
certain regulatory legal basis. However, the emergence of new types of risks and the transformation
of existing ones require further research into the methodological aspects of its formation.

The purpose of the article is to consider the methodological aspects of managing companies'
compliance risks.

Presenting the main material

The concept of “compliance” in the economy came into use with the adoption of the “Foreign
Corrupt Practices Act” by the US Government in May 1977. On the territory of Ukraine, its
appearance is connected with the adoption of Methodological recommendations for improving
corporate governance in banks of Ukraine, approved by the Resolution of NBU of March 28, 2007 ,
No. 98 [3], where for the first time the legislative definition of this concept as a risk of legal
sanctions is met, financial losses or loss of reputation as a result of the Bank's failure to comply
with the requirements of Ukrainian legislation, normative and regulations, internal regulations and
rules, as well as standards of self-regulatory organizations applicable to its activities [3].

However, such interpretation of this concept is considered rather narrow, so that it does not
allow to fully understand its meaning, and therefore, to form an effective management system. So,
before moving on to consider the methodological aspects of the formation of the compliance control
system, let us consider the substantive component of this concept.

The concept of “compliance risk”, unfortunately, has not become widespread in the scientific
achievements of domestic researchers, and therefore, the theoretical substantiation and
interpretation of its content is mainly based on the etymology of the borrowed foreign (English)
term (Table 1).



An analysis of the definitions of the concept of “compliance risk” shows that a unified

approach to the interpretation of its content has not been formed until now. The fact is that the vast

majority of scientists are inclined to understand the compliance risks as losses due to non-

compliance with the rules of the law, the provisions of internal documents, standards of fair

competition. However, there are also those who, contrary to them, emphasize that compliance risks

can lead not only to unforeseen negative consequences (loss of profit, loss of income), but also to

positive consequences (benefits) or to zero result.

Table 1

Definitions of the term of “compliance-risk”

Author

Substantive component

Resolution of NBU of
28.03.2007, No. 98 [3]

Compliance risk is the risk of legal sanctions, financial damages or loss of
reputation as a result of the Bank's failure to comply with the requirements of
Ukrainian legislation, normative and legal regulations, internal regulations and
rules, as well as standards of self-regulatory organizations applicable to its
activities

Resolution of NBU of
11.06.2018 No. 64 [4]

Compliance risk - the likelihood of losses / sanctions, additional losses or failure
to meet planned income or loss of reputation due to non-compliance with legal
requirements, normative and legal regulations, market standards, fair
competition rules, corporate ethics rules, the occurrence of conflict of interest

Honcharova K.H.
[5,p. 27]

Compliance risk is the potential or real risk of regulatory sanctions, financial
damages, reputational losses resulting from non-compliance with legal
regulations, internal documents, standards of fair competition, situations of
conflict of interest and non-compliance with corporate ethics requirements

Tsvihun T.V. [6]

Compliance risk is an objective and subjective category that reflects the
likelihood of a certain situation, which may occur in the course of action or
making decision, and which may lead to unanticipated negative consequences
(loss of profit, loss of income), positive effects (benefits ) or to zero result

Shehda A.V. [7, p. 24]

Compliance risk in the economic sense involves losses, the likelihood of which
is associated with the presence of uncertainty (lack or inaccuracy of
information), as well as the benefits and profits that can only be obtained
through risk-related actions

Taking into account the results of the conducted research on the interpretation of the concept

of “compliance risk”, we are convinced that compliance risk should be considered as an economic

category, which in the conditions of uncertainty and conflict reflects the peculiarities of perception

of stakeholders by economic relations, burdened with possible threats.

At present, the following types of companies' compliance risks are distinguished (Figure 1):

Types of Compliance Risks

|

Corruption and
fraud

Social Ecology and Health and Conflict of Misbalance of
responsibility Environment safety interests stakeholder
conditions interests

Figure 1 — Types of Compliance Risks of the Companies

Source: author's vision




In particular, according to a survey of Ukrainian organizations in the framework of the
“World Economic Crime and Fraud Survey 2018: the results of a survey of Ukrainian organizations
[8], conducted by Pricewaterhouse Coopers (PwC), it has been found that almost every other
Ukrainian company has suffered in recent years from economic crimes and corporate fraud. At the
same time, the vast majority of them are frauds of employees of companies — persons who
indirectly took advantage of the imperfection of the defence mechanisms of companies or just
someone's negligence for the purpose of secret financial fraud [8, p. 78].

With the introduction into practice of Ukrainian Corporate Social Responsibility Companies
(hereinafter — CSR), the risks of incorrect choice of the model and the toolkit for implementation of
the principles of corporate social relations, related to the failure of the CSR methods to implement
the CSR principles, are becoming more common. With the environmentalization of economy,
attention is also being drawn to the risks of harming the environment and public health.

The contradiction between the private interests of employees and their official or
representative powers is increasingly leading to conflicts of interest — corruption risks, risks of
misconduct, risks of uncontrolled activity, risks of discretionary powers of company employees, etc.

The imbalance of stakeholder requirements / interests in turn creates commercial risks, risks
related to breach of contractual obligations of business partners, risks of misuse of personal data,
violation of privacy and cookie policies, ways of user interaction with web pages, etc.

Therefore, based on the above, the compliance risks should be conditionally divided into:
operational (related to violation of internal regulations of the entity that may lead to financial
losses); legal (arising as a result of non-compliance with the law and may lead to penalties) and
reputational (caused by the publication of negative information about the business entity, its
management, staff, shareholders in the media) [9, p. 666]. Each of these compliance risk groups
requires specific control tools and therefore requires a compliance control system.

The system of compliance control has a multidimensional character, and therefore, is

characterized by different approaches to the interpretation of this concept (Table 2).

Table 2
Definitions of the concept of “Compliance Control System”
Author Substantive component
International Compliance control system is a continuous process of supervising the
Compliance Association | compliance of structural units with internal regulations and external standards
[10] (both national and international) in order to protect against compliance risks.
Mykhailenko O.V. Compliance control system is a set of mechanisms for identifying and
[11, p. 124] analysing corruption-threatening areas of activity, assessing and managing
risks, and providing comprehensive protection against threats.
0. Kovalchuk Compliance Control System is a comprehensive compliance risk management
[12, p. 154] system that allows you to identify this type of risk and to systematically
monitor it, while ensuring the continuous operation of companies and reducing
the level of non-financial loss exposures.




Ovsiuk N.V. [9, p. 664] | Compliance control system is a system of control over compliance with
international requirements, established by domestic entities, procedures for
identifying, assessing and monitoring compliance risks.

The data in Table 2 certify that the concept of “Compliance Control System” is mainly
interpreted by process, system and performance approaches. However, they are convinced that the
substantive component of any of the concepts should be interpreted based on its functional purpose.

Therefore, the formation of the author's definition should be preceded by a study of the basic
functions and goals of the Compliance Control System (Fig. 2):

4 Regulatory control w

—{| Ensure the control of compliance with requirements of legislation and other mandatory
requirements

Ensuring compliance with the requirements of internal regulatory documents

K Financial control \

Monitoring compliance risks and counteracting the legalization (“laundering”) of
proceeds of crime

Functions of
Compliance
control system

Monitoring compliance risks and counteracting corporate fraud (theft by both company
employees and counterparties) and building a system to counteract corruption

/ Deontology \

Ensuring implementation of compliance with corporate ethics requirements

Management of conflict of interest situations and prevention of their abuse

Compliance with the GDPR (General Data Protection Regulation) requirements for the
collection, storage and use of employee personal information

Forming a gift giving policy and accepting it by employees

Figure 2 — Functions of Compliance Control System

Source: author's vision

The main purpose of the compliance control system is to minimize the risks of companies to
events that can lead not only to financial losses but also to loss of trust and reputation by
supervisory and control bodies, shareholders of investors, clients, etc. [9, p. 664].

Thus, based on the functions of the compliance control system and its primary purpose, we
conclude that the compliance control system should be understood as a system of compliance risk
management, which allows to identify the risks, to carry out their systematic monitoring and



evaluation, while reducing the level of manifestation of threats that are financial, legal and / or
reputational losses character.

The implementation of a system of compliance control is undoubtedly accompanied by
certain costs. Therefore, when making decision on its formation and implementation, the issue of
the compliance price, the cornerstone in the calculation of which is considered risk appetite, comes
first [11, p.122].

It should be emphasized that the normative fixing of the term “risk appetite” is provided only
by the Resolution of the NBU of June 11, 2018, No. 64 “On approval of the Regulation on the
organization of risk management system in banks of Ukraine and banking groups”. Therefore, most
interpretations of the substantive component of this concept are the author's definitions of scientists,
some of which we can analyze according to the Table 3.

Table 3

Definitions of the concept of “risk appetite”

Author Substantive component

Resolution of NBU | risk appetite (propensity to risk) is the aggregate value for all types of risks and
of June 11, 2018, No. | separately for each of the risks identified in advance and within the acceptable risk

64 [4] level for which the bank has decided on the feasibility / necessity of retaining
them in order to achieve its strategic goals and fulfilment business plan

Fedulova 1.V., risk appetite is an acceptable level of harm for a company that it can afford to

Sahaidak Yu.A. achieve its strategic goals

[13, p. 47]

Shyshkina O.V. risk appetite is the amount of risk that an enterprise can bear depending on the

[14, p. 153] pace of its economic development, financial and operational capabilities,

stakeholder expectations of profitability (existing and potential owners and
investors, creditors, etc.)

Yudina S.V. risk appetite is the amount of residual risk that a company is willing or willing to
[15, p. 128] take without measures to minimize the risk

Mykhailenko  O.V. | risk appetite is the level of risk that an organization can take on its own content to
[11, p. 122] achieve its operational and financial goals

Verbytska I.1. risk appetite is the level of damage that an enterprise can sustain without serious
[16, p. 288] financial consequences

Analysing the definitions given in Table 3, we conclude that the risk appetite is essentially the
maximum level of residual risk that a company can take without threatening its existence, that is, in

other words, the risk appetite determines the area of risk acceptable to the company (Figure 3):

Risk limit

Risk appetite Tolerance for risk

R N
Acceptable Risk Zone Unacceptable Risk Zone

Figure 3 — Areas of acceptable and unacceptable compliance risk

Source: author's vision



It should be noted that the acceptable risk area includes risk appetite and risk tolerance — an
additional amount of residual risk that a company is prepared to take if risk mitigation measures are
taken [4]. Therefore, the risk appetite with the maximum value of risk tolerance is the limit of risk —
the maximum level of residual risk that a company can assume without threatening its existence.
The zone of unacceptable risk begins with the value of risk (the level of losses), which exceeds the
value of the risk limit [15, p.128].

Thus, it seems that if the compliance price is higher than the losses from the compliance risks,
then the implementation of the compliance control system is inappropriate. However, it should be
noted that compliance risk losses can be measured both quantitatively and qualitatively, since
compliance risks can be financial as well as legal or reputational. Therefore, to say unequivocally
that if the compliance price exceeds the losses from the compliance risks, the introduction of a
compliance control system by the company is inappropriate, we consider incorrect, since
reputational losses are sometimes more vulnerable to companies than financial ones. Therefore, the
decisions regarding the implementation of compliance systems by companies should be sufficiently
well-considered.

We have proposed a Road map for the formation and implementation of the compliance
control system in order to make decisions regarding the formation and implementation of the
compliance control system (Fig. 4).

The formation of a compliance control system must begin with the definition of criteria for
recognition of compliance risks and their identification, which will allow to establish the degree of
vulnerability of their business and to carry out their prioritization.

The next step in developing a compliance system should be to choose a compliance risk
management strategy and goal setting, to determine the feasibility of creating a separate compliance
unit and / or to delegate responsibilities to certain officials. The completion of this step should be to
select a team of compliance control experts.

The next step in the development of a compliance control system should be to develop an
Anti-Corruption Program, Anti-Corruption Standards, Code of Ethics and Business Conduct,
internal rules and regulations and make them available to the ERM for the sake of search
availability and to keep employees informed of changes or innovations.

Please note that the Anti-Corruption Program must be designed in accordance with
international best practices and corporate fraud risk management standards, in accordance with the
provisions of ISO 37001: 2018 “Anti-Corruption Management Systems, Requirements and
Guidelines for the Application” [17], anti-corruption legislation and international acts to combat

extraterritorial corruption (in particular, FCPA and UKBA). In addition, the recommendations of



Transparency International and the World Economic Forum must be taken into account when
developing the Anti-Corruption Program and the Anti-Corruption Standards.

In order to implement the Anti-Corruption Program, it is advisable to determine a compliance
officer — a person responsible for the implementation of the program, whose legal status is
determined by the Law of Ukraine “On Prevention of Corruption” of 14.10.2014, Ne1700-VII [2].
The task of the compliance officer should be to assist the risk owners, that is to say, to the company
and structural managers in identifying the compliance risks, developing a plan of measures to
reduce them, implementing internal controls, and so on.

Determination of criteria for recognition of compliance risks and their

identification. Assessing the degree of vulnerability of a business and the impact of
its compliance risks. Prioritization of Compliance Risks.

Identification and
assessment of compliance
risks

Choosing a compliance
risk management strategy
and setting goals

Develop an Anti- Development of Anti-Corruption Program, Anti-Corruption Standards, Code of
Corruption Program, Ethics and Business Conduct, internal rules and regulations and make them
Code of Ethics and available to the ERM for search availability and timely notification of changes or
Business Conduct, innovations that will reduce the burden of compliance risk tracking in business
Internal Rules and processes. Appointment of a compliance officer.
Regulations

Choosing a compliance risk management strategy and setting goals. Determining
the feasibility of creating a separate compliance unit and / or assigning
responsibilities to certain officials. Selection of the expert group.

Defining compliance policies and procedures to support the successful
implementation of the Anti-Corruption Program and other provisions regarding
audits of counterparties, gifts, entertainment, donations and other corruption-
sensitive areas

Identification of insiders, insider information and insider activity as a type of
criminal activity in the dissemination and use of insider information, the exercise
of which can have a significant impact on the price of one or more financial
instruments or the pricing process in organized markets. Setting the compliance
officer with the high, medium and low corruption risk of entering into agreements
with counterparties.

Selection and validation of risk assessment model and tools. Determining the
Compliance Risk Profile - Areas of Acceptable Compliance Risk (Limits of Risk
Appetite and Risk Tolerance). Establishment of criteria for identification of
sanction risk of business partners. Choosing an automated screening system.

Determination of the
levels of internal control
and formulation of a
policy for reporting abuse

Definition of Compliance
Policy

Identifying insiders and
insider information

Determination of the area
of acceptable compliance
risk (risk anpetite)

Determination of internal control levels. Formulation of a Violation Notification
Policy - the procedure for notifying a compliance officer of compliance violations,
their documentation and further investigation.
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Figure 4 — Road map for the formation of a compliance control system
Source: author's vision

The next step in the development of a compliance control system is to identify the stage of

determining compliance policies and procedures aimed at supporting the successful implementation



of the Anti-Corruption Program and other provisions regarding audits of counterparties, gifts,
entertainment, donations and other areas sensitive to corruption. Regarding counterparty audits, it is
advisable to set the compliance officer with the high, medium, and low corruption risk limits, since,
under current legislation, the prevention of corruption, cooperation with counterparties, or public
organizations to which the compliance officer is awarded a high level, is generally recognized.
Agreements with counterparties that have been assigned medium corruption risk can only be
concluded with compliance of recommendations of the compliance service to minimize the risk.

Further steps to develop a compliance control system should be directed toward establishing
the criteria for insider recognition and insider information. Insiders are all employees of the
company who have access to insider information, including members of the board of directors and
the board, as well as shareholders, auditors and even journalists involved in the disclosure of
information.

It should be recalled that insider information according to Article 44 of the Law of Ukraine
“On Securities and Stock Exchange” dated 23.02.2006, No. 3480-1V should be understood as
unpublished information about the issuer, its securities and derivatives, which are in circulation on
the stock exchange, or transactions with them, if the disclosure of such information can significantly
affect the value of securities and derivatives [18].

Separation of recognition of insiders and insider information in a separate stage of formation
of the system of compliance control is substantiated by the influence of insider activity as a type of
criminal activity in the sphere of dissemination and use of insider information, preparation and
implementation of which can have a significant impact on the price of one or multiple financial
instruments or pricing in organized markets.

Equally significant in the design of the compliance control system is the next stage at which
the boundaries of the acceptable compliance risk zone should be determined, namely the limits of
the acceptable level of risk appetite and the limits of the acceptable level of tolerance to risk, and
limits (limit) to significant risks quantifiable measurement, within the approved risk appetite, are
also set. It should be recalled that the acceptable level of risk appetite is the maximum amount of
risk that a company is able to take on all types of risks, given its ability and capacity to adequately
and effectively manage risks. It is advisable to determine the boundaries of the acceptable
compliance risk zone with the frequency of their review in case of changes in market conditions or
strategy of the company. Attention should also be paid to the process of escalation of violations of
risk limits — the procedure of bringing a problem to discussion at a higher level of management of

the company with the inability to solve it at the current level.



At this stage, it is also necessary to select an automated screening system that will compare
the company's counterparty database with the database of an external specialized provider that
aggregates the sanction lists of all countries and organizations.

The next step in the formation of the compliance control system should be to determine the
levels of internal control, as well as to formulate a policy of notification about the violation — the
order of a notification of a compliance officer about breach of compliance. Employees of
companies, as well as any third parties, should be able, including anonymously, to report violations
of the company's Anti-Corruption Program, the Code of Ethics and Business Conduct, etc. In
addition, the procedure for documenting and further investigating these violations should be
determined at this stage.

The final step in the development of a compliance control system is the creation of a reliable
information system for effective risk management and reporting, which will ensure the aggregation
of company risk data, prompt and accurate risk measurement in both normal and stressful situations.

The model of the compliance control system thus formed should include the following levels
of control (Fig. 5).
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Figure 5 — Model System of Company Compliance Control
Source: author's vision

The first line of defence is operational management, which is responsible for assessing,

regulating and minimizing risks, and for ensuring an effective internal control system.



The second line of defence is the units that provide and monitor the implementation of
effective risk management practices, compliance with laws and administrative rules / regulations
and fraud investigations, as well as the compliance officer.

Third line of defence: an internal audit department that, based on a risk-oriented approach,
gives a conclusion about the accuracy of risk assessment for top managers, the effectiveness of risk
management, including performance evaluation of the first and second line of defence; Department
of Occupational Safety, Fire and Environmental Protection, external regulators (independent
external audit, national and international regulators).

Thus, the system of compliance control will allow companies to avoid excessive financial
losses due to the implementation of compliance risks, effectively manage the identified compliance
risks in order to prevent or optimize them, to strengthen the corporate culture of the company and
improve its image.

Conclusions

Thus, according to the results of the study:

- firstly, the diversity of interpretation of the concept of “compliance risk” is unified, and the
scientific thesaurus is supplemented by the author's definition by functional approach, according to
which the compliance category should be understood as an economic category, which in terms of
uncertainty and conflict, reflects the peculiarities of stakeholders' perceptions of economic relations,
burdened by possible threats and unused opportunities;

- secondly, the feasibility of introducing a system of compliance control is substantiated and
proposed for making decision on its formation and implementation of a Road map for the formation
and implementation of a system of compliance control;

- thirdly, a model of company compliance system is recommended.

The implementation of the submitted proposals and recommendations will ensure the
effective management of the companies' compliance risks, promote their bias and optimization.
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MeTo010Ti1YH1 aCHEKTH YIPaBIiHHS KOMILIA€HC-PU3UKAMU KOMITaHi|

JIBuenko H.M.
VY craTTi 3a3HayeHo, IO JAWHAMIYHI 3MIHM Cy4acHOro Oi3Hec-cepeNoBHINa Ta (DYHKIIOHY-BaHHS
KOMIaHI# B yMOBaX HEBHU3HAYEHOCTI MOPOXKYIOTh TaKe CKIAJHE SBHILE, SK PHU3UKU.
KoncraroBano, mo Hapa3i y OaraTbOoX YKpaiHCBKMX KOMIAHISIX 3aCTOCOBYETBHCS JIMILE
(dbparMeHTapHa cEcTeMa YIpaBIiHHS PU3UKaMH, IO HE JTO3BOJISIE ONEPATHBHO 1X BiJCIIIKOBYBATH

Ta CBOE€YACHO BXKMBATH 3aX0JIM MO0 iX YIEPEHKCHHS YM MiHIMI3allii. AKIIEHTOBaHO, 1110 3apyO0iKHI
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KOMIIaH1i YCHIIIHO 3aCTOCOBYIOTh HOBY MOJIEb YHPAaBIIHHSA PU3MKAMU — CHUCTEMY KOMILIA€HC-
KOHTPOJIIO, OCOOJMBICTD SIKOi MOJIATaE B TOMY, IO YHPABIIHHA pU3MKaMU HaOyBae BCEOIYHOTO
XapakTepy 1 KOOPAMHYEThCS B paMKax Bciei kommanii. Haromomeno Ha motpebi dopMyBaHHS
KOMITaHISIMA CHCTEMH KOMILJIA€HC-KOHTPOJIIO, CIPSIMOBAHOI Ha YIEPEIKEHHS Ta/dd MIHIMI3aIlito
KOMIUTa€HC-pU3UKiB. [ligkpeciaeHo BiJACYTHICTh €IUHUX MIAXOAIB 10 TPaKTyBaHHS ITOHATTS
«KOMITJIAEHC-PU3UK». YHI(IKOBAHO PO3MAITTS TPAKTyBaHHS TIOHATTS «KOMIUIAEHC-PU3HK» Ta
JIOTIOBHEHO HAYKOBHUH Te3aypyc aBTOPCHKUM BU3HAUEHHSM 32 (DYHKIIOHATBHHUM ITiIX0JIOM, 32 SIKUM
IT1JT KOMILJIAEHC-PU3UKOM CJIIJT PO3YMITH €KOHOMIUHY KaTeropito, sika B yMOBax HEBHU3HAYCHOCTI Ta
KOH(ITIKTHOCTI BiIoOpaskae OCOOJIMBOCTI CHPUHHATTS CTEHKXOJIIEpaMU €KOHOMIYHHMX BITHOCHH,
OOTSKCHUX MOXKJIMBUMHU 3arpo3aMd 1 HEBUKOPHCTAHUMH MOXJIMBOCTSMH. PO3IIISIHYTO BUIA
KOMIUTA€HC-PU3UKIB KOMIIAHIM Ta KOPOTKO OXapaKTePHU30BAaHO iX BIUIMB Ha PE3yJbTAaTHBHICTH
nisubHOCTI  KommaHid. OOrpyHTOBaHO JOUIIBHICTh 3alpOBAKEHHS KOMIIAHISIMA —CHCTEMHU
KOMIUTA€HC-KOHTPOJIIO ~ Ta 3amnpornoHoBaHO JlopoxHIO KapTy (GopMyBaHHS Ta 3ampOBaKEHHS
CUCTEeMH KOMIUTA€HC-KOHTpONt0. OXxapakTepu3oBaHO KOXEH 3 eramiB  (OpMyBaHHS Ta
3aMpOBA/KEHHST KOMITAHISIMA CHUCTEMH KOMILIAEHC-KOHTPOIIO PeKOMEHJI0BaHO MOJAENh CHCTEMHU
KOMIUIA€HC-KOHTPOIIO Kommadii. JloBeeHo, M0 3ampoBa/KeHHsS TMOJaHUX MPOMO3MIINA Ta
pexomeHaanii 3abe3neunTb epeKTUBHE YIPABIiHHA KOMIUIAEHC-PU3HKAMHU KOMIIaHIN, CIIPUSTHME
iX yHnepempKeHHIO Ta ONTHMI3aIlii.

Kuarouosi cioBa: iHcaiinep, 1Hcailinepcbka 1H(opmalis, 1Hcaliaepchbka AiISUIBHICTb,
KOMIUTa€HC-PU3UKH, KOMILIA€HC-KOHTPOITh, KOMILTIAEHC-CUCTEMA, KOMITJIA€HC-1T1HA, TPOQLIb.

Jlepuenko H.M.

MeTo10TOTHYECKUE aCTIeKThI YITPaBICHHUS KOMITIAaCHC-PUCKaMU KOMTIaHUI
B crathe moOgUepKHYTO, UTO JMHAMHYCCKHE W3MEHEHUS COBPEMEHHOW OW3Hec-cpenbl W (PyHK-
[IMOHUPOBAHUS KOMIIAHUHN B yCIOBHSIX HEOIMPEAECTECHHOCTH MOPOXKIAIOT TAKOE CIOXKHOE SIBJICHHE,
Kak pucku. KoHcTaTHpoBaHO, YTO BO MHOTHUX YKPAaWHCKHX KOMITAHUSAX MPHUMEHSETCS JHUIIb
(dbparMeHTapHas CHCTeMa YIPABJICHUS PUCKAMH, YTO HE ITO3BOJISIET OMIEPATUBHO UX OTCICKHUBATH U
CBOECBPEMEHHO MPUHUMAThL MEPHI TI0 UX MPEAYOSIKICHUIO NI MHHUMH3AIUU. AKIIEHTHPOBAHO, YTO
3apyOeXHbIe KOMIAHUHM YCIEIIHO MPUMEHSIOT HOBYIO MOJIEh YIPaBJICHHsS PUCKAMH — CHUCTEMY
KOMIUTA€HC-KOHTPOJIS, OCOOCHHOCTh KOTOPOM COCTOMT B TOM, 4TO VYIpPaBIEHHE PHUCKAMU
proOpeTaeT BCECTOPOHHUMN XapaKTep U KOOPAUHUPYETCS B paMKax Bcei kommanuu. [loguepknyra
HE00X0IMMOCTh (DOPMHUPOBAHHS KOMITAHUSMH CHCTEMbI KOMILIACHC-KOHTPOJIS, HAIPABJICHHON Ha
MPEeIOTBPALlICHUE W/WIM MUHUMH3AIUI0 KOMIUIAeHC-pUCKOB. OTMEUYEHO OTCYTCTBHE €IMHBIX
MOJXO0JIOB K TPAKTOBKE MOHATUS «KOMILIACHC-PUCK». YHUDUIUPOBAHO paszHOOOpa3ue TPAaKTOBKH
TOHATHSI «KOMIUTACHC-PHCK» W JIOMOJIHEHA HAYYHBIH Te3aypyc aBTOPCKUM OIPEICICHUEM I10

(GYHKIIMOHATBHOMY TOJXOJY, COIVIACHO KOTPOMY IOJ KOMIUIAEHC-PUCKOM ClieAyeT MOHHUMATh



SKOHOMHUYECKYIO KaTETOPHUIO, KOTOPasi B YCIOBUSX HEOMPEACIEHHOCTH U KOH(MIUKTHOCTHA OTpaKaeT
OCOOCHHOCTH BOCHPHUSATHS CTEUKXOJJIEpAaMH JIKOHOMUYECKUX OTHONICHUW, OOpEeMEHEHHBIX
BO3MOJXHBIMH YI'PpO3aMH U HCUCIIOJB30BAHHBIMU BO3MOKXHOCTIMMU. PaCCMOTpeHBI BHUbI KOMIIJIACHC-
PUCKOB KOMITaHUH U KpaTKO OXapaKTCPpU30BAHO HX BJIMAHHUC HAa PC3YJIBTATUBHOCTL ACATCIIBHOCTHU
komnanuii. OOocHOBaHa I_[eJ'IeCOO6paBHOCTI> BHCAPCHUSA KOMIIAHUAMHU CHCTEMbI KOMILJIACHC-
KOHTpOJISL U mpeiokeHa JlopokHas kapra (OpMHUPOBAHUS M BHEAPEHHS CHCTEMBI KOMILUIACHC-
KOHTpoJsi. OxapakTepu3oBaH KaKIbIH M3 3TanoB (OpPMUPOBAHHS M BHEAPEHHS KOMIAHHUSIMU
CUCTCMbI KOMINIACHC-KOHTPOJIA. HpezmomeHa MOACIIb CUCTEMBI KOMINIACHC-KOHTPOJISI KOMIIAHUH.
O6OCHOBaHO, 4TO0 IMPUMCHCHHUE [MPEAOCTABICHHBIX Hpe,I[J'IO}KeHI/Iﬁ u peKOMeHI[aI_II/Iﬁ 10
obecnieueHnto  A(G(EKTHBHOrO  yNpaBICHUS  KOMIOTUIAGHC-PHCKAMH  KOMITaHWW,  Oyjer
CHOCO6CTBOBaTI> HUX NPCAYNPEIKACHUIO U OITUMH3AlNH.

KuroueBble cjioBa: mHcaiaep, nHcaiepckas nHpopManus, HHCalaepcKas IesaTeIbHOCTD,
KOMIIIACHC-PUCKH, KOMIIJIACHC-KOHTPOJIb, KOMIIJIACHC-CUCTCMA, KOMILJIACHC-IICHA, HpO(biJ'IL.

Methodological aspects for management of compliance risks of companies
Levchenko N.M.
“Zaporizhzhia Polytechnic” National University, Zaporizhzhia, Ukraine
“e-mail: levchenkon65@gmail.com

Levchenko N.M. ORCID: https://orcid.org/0000-0002-3283-6924
The article points out that the dynamic changes of the modern business environment and the
functioning of companies under uncertainty create such a complex phenomenon as risks. It is noted
that many Ukrainian companies currently use only a fragmented risk management system, which
does not allow them to be promptly monitored and to take measures to prevent or minimize them in
a timely manner. It is emphasized that foreign companies are successfully applying a new model of
risk management — a system of compliance control, the peculiarity of which is that risk management
is comprehensive and coordinated throughout the company. The need for companies to create a
system of compliance control aimed at bias and / or minimization compliance risks is emphasized.
The absence of common approaches to the interpretation of the concept of “compliance risk” is
emphasized. The diversity of interpretation of the concept of “compliance risk” is unified and
scientific thesaurus is supplemented by the author's definition of a functional approach, by which a
compliance category should be understood as an economic category, which, in the context of
uncertainty and conflict, reflects the peculiarities of perceptions of stakeholders of economic
relations, burdened with possible threats and unused opportunities. The types of companies'
compliance risks are considered and their impact on the performance of the companies is briefly
described. The feasibility of introducing a system of compliance control is substantiated and

proposed for decision making on its formation and implementation of Roadmap of a compliance


mailto:levchenkon65@gmail.com
https://orcid.org/0000-0002-3283-6924

control system. Each of the stages of formation and implementation by the companies of the
compliance control system is described. The model of the system of compliance control of the
company is recommended. It is proved that the implementation of the submitted proposals and
recommendations will ensure the effective management of the company's compliance risks,
promote their bias and optimization.

Keywords: insider, insider information, insider activity, compliance risks, compliance
control, compliance system, compliance price, compliance risk profile, risk appetite, border of risk
appetite, compliance service.
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